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Global thought leaders for cybersecurity awareness

Scale-up thinking and strategy for a safer digital world.
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BE
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By their very nature, the privacy and security domains

have always maintained a culture of ònon-disclosure .óWe

need to find the right balance between protecting

corporate sensitive information and individual data

privacy while sharing knowledge and expertise within the

cybersecurity community . Knowledge and awareness are

vital for businesses to operate securely .

With the profound passion for knowledge in the security

domain, I developed the competence and passion of a

communication catalyst in the field of cybersecurity - one

of the main pillars in the digital economy . As my

knowledge increases, my awareness increases .

In the current environment characterized by change and

agility ; being the voice, standing for new ideas, and

sharing expertise is more crucial than ever. I state firmly

that this is an important and value -creating mission for a

knowledgeable cybersecurity influencer .

Ludmila Morozova -Buss

International CybersecurityWomanInfluencerof the Year2020.
Ph.D in Technologyat CapitolTechnologyUniversityResearcher,Student.

https://www .linkedin.com/in/ludmilamorozova/
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Search no for ranking, search for 

thinking here. Cybersecurity needs 

cooperation more than 

competition.

https://www.linkedin.com/in/ludmilamorozova/


Carmen MARSH
CEO Inteligenca

We need more women in cybersecurity .

Not only because we look at things differently, but also because

we are the ones that make light out of the darkness .

We are the creators of life we bring into this world to thrive and

survive .

We are also the subtle but strong protectors of our families, our

communities, and each other .

The world needs us ðperhaps now more than ever!

What is your òwhyófor being in the cybersecurity or privacy field?

Stéphane NAPPO
VP & CISO Groupe SEB

In a boardroom or at a 'nuke proof' data center , a Chief

Information Security Officer ðCISO 2.0 - participates in creating

and protecting digital assets value .

For success in digital transformation, turn comprehensive risk

management, and cybersecurity into key business differentiators .

Rather than fearing or ignoring cyber -attacks, ensure your cyber

resilience to them .

Chuck D. BROOKS
CEO Brooks Consulting Int.

Cybersecurity is a team effort, and everyone needs to be

involved . It starts with basic cyber -hygiene and understanding

the threat landscape .

A risk management strategy to meet growing cyber -threat

challenges needs to be both comprehensive and adaptive . It

involves people, processes, and technologies .

Ian R. McANDREW
Ph.DCapTechU

Cybersecurity is a subject that requires logic, knowledge,

thought and commitment . It can be applied or research based .

It is a true leveller for all to enter, be successful and lead the

future of cybersecurity .

The modern world is a dangerous cyber world for the innocent

now and cyber experts are needed more than ever.

The education of the next generation of Cyber experts must start

now, include all those that have historically been limited to be

part of this defence of our ways of life .
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Thomas HARRER
IBM Systems EMEA

Increased cyber risks and threats are the backside of increased

opportunity of digital innovation .

Companies need to balance both, investment into innovation and

focus on cyber risk mitigation .

Tina GRAVEL
SVP AppGate

The faster we run (or Zoom) into Digital Transformation, the

more potential we have for digital threats .

Protecting yourself and your company is no longer a "nice to

have" but a "have to have" in our current climate of 2020 .

Troels OERTING
World Economic Forum

Fighting cybercrime remained an uphill battle . This is not a static

number . It will increase unfortunately .

We can still cope but the criminals have more resources and they

do not have obstacles . They are driven by greed and profit and

they produce malware at a speed that we have difficulties

catching up with .

Gary HAYSLIP
CISO SoftBank

Each of us walks our own road during our professional careers,

sometimes this road is smooth and straight, but many times it's

full of accidents and traffic jams .

What is vital to remember for all of us is we are members of a

community, and even with the best career plan, it helps to have

friends and peers to speak to and mentors to hold us

accountable .
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Samir SARAN, Ph.D
President ORF

Encryption is an idea that is grounded in the principles of data

integrity and data ownership . The right to encrypt

communications is central to the autonomy that we offer all

citizens over their own data and who can use, analyze , and

access that data and under what conditions .

This right automatically grants them the opportunity of

determining who can commercially exploit their data .

Encryption is perhaps the centerpiece of the falsely dichotomous

conversation around security and human rights . Encryption,

however, must fundamentally be about human rights .

Cecile MAYE
CEO Megaverse

In our increasingly complex cyber world, humans have never

been as powerful and as vulnerable at the same time .

Cyber awareness is essential to ensure long term cyber serenity

for all .

Can you imagine driving a car or flying a plane without a licence?

It has become impossible to safely surf the world wide web

without learning basic behaviours!

Eugene KASPERSKY
CEO Kaspersky LAB

We live in a world that is dependent on digits, which live in digit

and which is not protected from hostile penetration .

AghiathCHBIB
CEO SEECRA

Artificial intelligence (AI) offers tremendous opportunities for the

world in general and for the development of national

cybersecurity strategies in particular .

It has led to the development of a whole array of different in -app

solutions towards fostering growth in productivity, increasing

efficiency and, above of it all, providing essential tools to

smoothen processes up within Governments and its public

institutions .
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Brad SIMS, Ph.D, FRAeS
President CapTechU

Capitol Technology University is focused on providing students

great careers in areas needed by industry to drive national

economies .

Our award -winning cybersecurity programs are one of our top

focus areas. Let us help you today .

Shawn TUMA
Spencer Fane LLP

There is no such thing as being òsecure.ó

There are always vulnerabilities that could have been found or

remediated .

There are always more things that a business could have done to

protect its networks and secure its datañand the data of its

customers, clients, patients, and consumers ñif only it would

have devoted more time, money, and resources to cybersecurity .

Christiane WUILLAMIE OBE 
CEO PYXIS

Unless you help individual employee to secure their home,

mobile environment, their partners, children and elder relatives,

you cannot expect them to keep the company's asset secure .

Culture and collaboration is key to reduce data and cyber

security breaches .

When will you start leveraging your culture for positive outcomes

for customers, employees and scaling your business?

Mikko HYPPONEN
F-Secure Corporation

I see beauty in the future of the Internet, but I'm worried that we

might not see that .

I'm worried that we are running into problems because of online

crime .

Online crime is the one thing that might take these things away

from us.
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Andrea MARTIN
IBM Distinguished Engineer

Creating trustworthy AI solutions requires paying attention to a

couple of important attributes : Fairness and Anti -bias belong in

this list, explainability and transparency, too .

And among several other attributes it's also about robustness

and security - we need to ensure no one can tamper with the data

and the results, manipulate them or even steal them .

Kris® K.
InfoSec Professional

The ôeffectivenessõof the ôefficientõcybersecurity tools,

standards, procedures, and frameworks we pick and choose

from, depends on people who we work with .

To ensure that efficiency is followed by effectiveness we ought to

respect relationships and value ôpeoplefirstõ.

Roland LEINS
IBM

"We Live In A Data -Driven World ."

More than ever before, data protection and cyber resilience for

vital data assets is on the minds and the agendas of business

and IT professionals .

Gabrielle BOTBOL
PentesterOKIOK Data

Awareness is no longer an option . Cybersecurity as a popular

culture is essential to become a lifestyle .

To achieve this long -term goal, we will need everyone :

�‡ Cybercommunity, already so generous in sharing knowledge,

will double its efforts to popularize it ;

�‡ Companies by applying privacy and security by design

policies ;

�‡ Public services by training young people in computer hygiene

from early age and by launching national advertising campaigns

«Stay safe online» .
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